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MANUAL DE COMPLIANCE

I. OBJETIVO

O objetivo deste Manual de Compliance (“Manual”) é estabelecer os principios éticos, os
conceitos, as regras, os procedimentos e os controles internos aplicaveis as atividades da
Benjamin Intermediacdo de Valores Mobiliarios Ltda. (“Coordenadora”), em conformidade
com a legislagdo aplicavel, especialmente as normas e diretrizes estabelecidas pela CVM e
pela ANBIMA referentes aos diferentes ritos de registro de oferta publica, a prépria atividade
de intermediacdo de ofertas publicas de distribuicdo de valores mobilidrios e aos padrdes
ético e profissional esperados de todos aqueles que possuam cargo, funcao, posicao, relacao
societdria, empregaticia, comercial, profissional, contratual ou de confianga
(“Colaboradores”).

II. ABRANGENCIA

Este Manual deve ser observado por todos os Colaboradores da Coordenadora, incluindo
sécios, administradores, diretores, funcionarios, estagiarios e/ou terceiros contratados
alocados nas dependéncias da Coordenadora, os quais deverao ler, compreender e cumprir
integralmente as previsdes aqui dispostas.

Os compromissos estabelecidos nesse Manual sdo complementares aos contratos
individuais de trabalho, aos acordos de confidencialidade e as demais regras verbais ou
escritas da Coordenadora. Qualquer infracdo ao Manual sera considerada infracao
contratual, sujeitando o seu autor as penalidades cabiveis.

III. PRINCIPIOS GERAIS

Este Manual foi elaborado com base nos seguintes principios norteadores:

[.  Formalismo: Os processos e procedimentos descritos ao longo deste Manual e nas
demais normas de Compliance da Coordenadora contém uma metodologia definida,
e estrutura organizacional responsavel pela execucao, pela qualidade do processo e
metodologia, bem como pela guarda dos documentos que contenham as
justificativas sobre decisdes tomadas;

II. Abrangéncia: Estas diretrizes abrangem todos os Colaboradores da Coordenadora,
prestadores de servigos, cliente/investidores, emissores das ofertas;

[II. Comprometimento: A Coordenadora, através dos seus executivos, esta
comprometida em adotar as politicas, praticas e controles internos necessarios as
adequadas regras de Compliance, Etica e Conduta;
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IV. Equidade: A aplicagdo de normas e procedimentos deste Manual assegurara
tratamento equitativo a todos os Colaboradores da Coordenadora, prestadores de
servicos, cliente/investidores, emissores das ofertas;

V. Avaliac¢ao de riscos de Compliance: Sao sempre considerados nas tomadas de
decisdes, na coordenacdo de novas ofertas e no modo de interagir com os
investidores;

VI. Due Diligence: A Coordenadora conduz uma avaliagdo criteriosa em seus
fornecedores, prestadores de servigos e demais parceiros de negdécios;

VII. Treinamento: As Colaboradores sao treinados periodicamente sobre os diversos
temas contidos neste Manual;

VIIL. Objetividade: As informacgdes utilizadas no processo deste Manual sao
fundamentadas em transparentes praticas de mercado; e,

IX. Frequéncia: O cumprimento deste Manual precisa ser uma pratica diaria e continua
nas atividades e atribui¢des dos Colaboradores da Coordenadora.

IV. ORIENTACOES GERAIS AOS COLABORADORES

Os Colaboradores sao pecas fundamentais para o bom funcionamento da Coordenadora e
para entrega de um servigo de exceléncia para os seus clientes e investidores.

Nesse sentido, em razdo de tamanha importincia e influéncia nas atividades da
Coordenadora, é necessario cautela e constante monitoramento do dia a dia dos
Colaboradores enquanto estiverem desempenhando suas fungdes.

Assim, ja na contratacao, sera realizado um processo de due diligence sobre o potencial novo
colaborador, em acdo de melhores esforgos para selecionar apenas profissionais com ilibada
reputacdo e comprovada experiéncia na atividade relacionada. Por ocasido de sua
contratacdo, o Colaborador assinara o termo denominado “Declaracdo de Ordem”, devendo
atestar por escrito condi¢des de reputagdo, conforme modelo constante no Anexo I.

Ainda, os Colaboradores devem conhecer os termos e deveres esculpidos nas politicas e
manuais da Coordenadora, pois deverdo exercer suas atividades em estrito cumprimento
dessas regras.

Portanto, na ocasido de contratacao de um colaborador, este assinara o termo denominado
“Declaracdo de Recebimento/ Treinamento Anual de Cdédigo, Politicas e Manual da
Coordenadora”, devendo atestar, por escrito, ter lido e compreendido todos os seus termos
e condicdes, obrigando-se a cumpri-los e respeita-los, conforme modelo constante no Anexo
I1.

Versdo: 1.1 | Inicio da Vigéncia: Julho/2023 | Responsavel: Diretor de Compliance



MANUAL DE COMPLIANCE

Nesse sentido, a Coordenadora adota controles internos visando coibir qualquer
possibilidade de desvio de regras por parte dos Colaboradores, a fim de garantir o
cumprimento das disposi¢des das suas politicas.

Como exemplos de controles internos, a Coordenadora monitorara diariamente todas as
acoes dos seus Colaboradores, por meio do acesso irrestrito ao uso dos telefones, dos e-
mails, da internet, do computador, conforme melhor descrito na Politica da Seguranca da
Informagéao abaixo e no Cédigo de Etica e Conduta.

Por ocasido de sua contratacdo, o Colaborador assinara o termo denominado “Politica de
Uso da Internet da Coordenadora.”, devendo atestar por escrito, ter lido e compreendido
os seus termos de uso, obrigando-se a cumpri-los e a respeita-los, conforme modelo
constante no Anexo III.

Os Colaboradores deverdo igualmente tratar todas as informagdes recepcionadas no ambito
de suas atividades respeitando seu sigilo, devendo atentar-se e agir em conformidade com a
Lei Geral de Protecdo de Dados (Lei 13.709/2018).

Por ocasido de sua contratacdo, o Colaborador assinara o termo denominado “Termo de
Confidencialidade”, devendo ele atestar por escrito, ter lido e compreendido suas
condi¢des, obrigando-se a cumpri-las e a respeita-las, conforme modelo constante no Anexo
IV.

Os investimentos pessoais realizados pelos Colaboradores sao igualmente fiscalizados,
devendo os Colaboradores conhecerem e cumprirem com a Politica de Investimentos
Pessoais da Coordenadora.

Qualquer descumprimento das disposicoes apontadas neste Manual e em qualquer outra
politica interna da Coordenadora acarretard acdo disciplinar/sancdes (enforcement), que
podem incluir, entre outras, avisos verbais ou escritos, penalidades de demissao por justa
causa, destituicdo do cargo de diretor, ou, ainda, exclusao do quadro societario, tudo isso sem
prejuizo de o infrator sujeitar-se as penalidades estabelecidas na legislagdo brasileira.

V. ESTRUTURA ORGANIZACIONAL E GOVERNANCA

A Coordenadora adota um sistema de governanca corporativa interna que a norteia, dirige,
monitora e incentiva, envolvendo o relacionamento entre os socios e Colaboradores.

A. DIRETORIA DE COMPLIANCE

A Diretoria de Compliance é responsavel pela aprovagdo, implementacdo e monitoramento
do conteuido deste Manual, sendo ainda a coordenacao direta das atividades relacionadas a
este Manual uma atribui¢do do diretor estatutario da Coordenadora indicado como diretor
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responsavel pelo cumprimento de regras, politicas, procedimentos e controles internos da
Coordenadora (“Diretor de Compliance”), nos termos da Resolu¢do CVM n? 161.

Faz parte dessa incumbéncia zelar pelas politicas do presente documento, treinar
continuamente os Colaboradores, organizar e manter evidéncias do cumprimento das
obrigacdes e processos fundamentais, colher periodicamente certificados e termos de
compromisso, atualizar as politicas e procedimentos, e comunicar todos os Colaboradores
de eventuais alteracdes.

Compete ao Diretor de Compliance:

(i) planejar, definir e implementar os controles internos estabelecidos neste Manual;

(ii) analisar possiveis violagdes a este Manual e politicas internas da Coordenadora ou
as leis e regulacoes aplicaveis a Coordenadora e a suas atividades;

(iii) determinar auditorias, requisicoes de documentos, averiguacoes, investigacoes,
medidas corretivas e punicdes;

(iv)  cumprimento e fiscalizagdo do cumprimento de medidas de prevencdo a lavagem de
dinheiro, nos termos da Lei n? 9.613, de 03 de marc¢o de 1998, conforme alterada,
dos normativos emitidos pelo Banco Central do Brasil e pela Comissdo de Valores
Mobiliarios;

(v)  Acompanhar as regras descritas neste Manual;

(vi) Levar quaisquer pedidos de autorizagao, orientagao ou esclarecimento ou casos de
ocorréncia, suspeita ou indicio de pratica que ndo esteja de acordo com as
disposicoes deste Manual e das demais normas aplicaveis a atividade da
Coordenadora para apreciacdo dos administradores da Coordenadora;

(vii) Atender prontamente todos os Colaboradores;

(viii) Assessorar o gerenciamento dos negocios no que se refere ao entendimento,
interpretacdo e impacto da legislagdo, monitorando as melhores praticas em sua
execucdo, bem como analisar, periodicamente, as normas emitidas pelos 6rgaos
competentes, como a CVM e outros organismos congéneres;

(ix) Encaminhar aos 6rgios de administracdo da Coordenadora, até o ultimo dia util do
meés de abril de cada ano, relatério anual de compliance referente ao ano civil
imediatamente anterior a data de entrega, contendo: (a) as conclusdes dos exames
efetuados; (b) as recomendac¢des a respeito de eventuais deficiéncias, com o
estabelecimento de cronogramas de saneamento, quando for o caso; e (c) a
manifestacdo do diretor responsavel pela estruturagdo e coordenagdo de ofertas
publicas, e intermediacdo de valores mobiliarios (“Diretor de Coordenacdo”) a
respeito das deficiéncias encontradas em verificagdes anteriores e das medidas
planejadas, de acordo com cronograma especifico, ou efetivamente adotadas para
sana-las; devendo referido relatério permanecer disponivel a CVM na sede da
Coordenadora;
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(x) Elaborar relatério anual listando as operagoes identificadas como suspeitas que
tenham sido comunicadas as autoridades competentes, no ambito da Politica de
Prevencdo a Lavagem de Dinheiro, ao Financiamento do Terrorismo e ao
Financiamento da Proliferacdo de Armas de Destruicdo em Massa - PLDFTP e de
Cadastro da Coordenadora (“Politica de PLDFTP”), devendo referido relatério
permanecer disponivel a CVM na sede da Coordenadora, sendo certo que este
relatério de PLDFTP poderd constar no mesmo documento do relatério de
compliance, mencionado acima;

(xi) Definir os principios éticos a serem observados por todos os Colaboradores,
constantes deste Manual e das outras politicas internas da Coordenadora;

(xii) Apreciar todos os casos que cheguem ao seu conhecimento sobre o potencial
descumprimento dos preceitos éticos e de compliance previstos neste Manual ou nos
demais documentos aqui mencionados, e apreciar e analisar situagdes nao previstas;

(xiii) Garantir o sigilo de eventuais denunciantes de delitos ou infragdes, mesmo quando
estes ndo solicitarem, exceto nos casos de necessidade de testemunho judicial;

(xiv) Solicitar sempre que necessario, para a analise de suas questdes, 0 apoio da auditoria
interna ou externa ou outros assessores profissionais;

(xv) Aplicar as eventuais san¢des aos Colaboradores;

(xvi) Analisar situacdes que cheguem ao seu conhecimento e que possam ser
caracterizadas como “conflitos de interesse” pessoais e profissionais. Esses conflitos
podem acontecer, inclusive, mas nao limitadamente, nas situagdes previstas no
Codigo de Etica da Coordenadora;

(xvii) Promover a ampla divulgacdo e aplicacdo dos preceitos éticos no desenvolvimento
das atividades de todos os Colaboradores, inclusive por meio da realizagdo de
treinamento inicial e treinamento periddico de reciclagem, podendo profissionais
especializados serem contratados para conduzirem os treinamentos. Nesse sentido,
devera ser realizado um treinamento inicial, bem como de reciclagem anual de todos
os seus Colaboradores, com o objetivo de fazer com que eles estejam sempre
atualizados, estando todos obrigados a participar de tais programas de reciclagem.
Os treinamentos devem abordar:

e As atividades da Coordenadora;

e Os principios éticos e de conduta da Coordenadora;

e Asnormas de compliance da Coordenadora;

e A Politica de Segregacao e suas regras;

e As demais Politicas descritas neste Manual, especialmente, aquelas relativas
a Confidencialidade, Seguranca das Informacgdes e Seguranca Cibernética,
bem como aquelas descritas no Coédigo de Etica e Conduta, na Politica de
Investimentos Pessoais e na Politica de PLDFTP;

e As penalidades aplicaveis aos Colaboradores decorrentes do
descumprimento das regras da Coordenadora;

Versdo: 1.1 | Inicio da Vigéncia: Julho/2023 | Responsavel: Diretor de Compliance



MANUAL DE COMPLIANCE

(xviii) As principais leis e normas aplicaveis as referidas atividades prestadas pela
Coordenadora, constantes abaixo neste Manual;

A Diretoria e a area de Compliance sdo independentes, e poderdo exercer seus poderes de
em relacdo a todas as outras areas e Colaboradores da Coordenadora.

Os Colaboradores dedicados as atividades de Compliance e o Diretor de Compliance nao se
envolverao em atividades entendidas como limitadoras da sua independéncia.

B. AREA DE COMPLIANCE

A area de Compliance é composta pelo Diretor de Compliance e por um analista de
compliance, responsaveis pela elaboracao, aprovacao, implementacdo e monitoramento do
conteddo deste Manual.

VI. TREINAMENTOS

Todos os Colaboradores contratados pela Coordenadora receberdo, no momento de sua
contratacdo, um treinamento sobre o contetido a) do Cédigo de Etica e Conduta; b) da Politica
de Investimentos Pessoais; c) da Politica de PLDFTP; d) da Politica de Privacidade; e) da
Politica de Confidencialidade e Seguranca da Informacdo; e f) Manual de Compliance, e
deverao assinar os termos constantes nos Anexos I, II IIl e IV a este Manual.

Adicionalmente a drea de Compliance ministrara a revisao periddica do treinamento acima,
bem como obterd os termos constantes do Anexo I do Manual, devidamente atualizado.

Havera ainda incentivo por parte da Coordenadora para que o Colaborador busque a
permanente capacitagdo técnica e profissional, para tanto disponibilizard subsidios
educacionais aos Colaboradores.

VII. ACOMPANHAMENTO DAS POLITICAS DESCRITAS NESTE MANUAL

Mediante ocorréncia de descumprimento, suspeita ou indicio de descumprimento de
quaisquer das regras estabelecidas neste Manual ou aplicaveis as atividades da
Coordenadora, que cheguem ao conhecimento do Diretor de Compliance, de acordo com os
procedimentos estabelecidos neste Manual, este utilizara os registros e sistemas de
monitoramento eletronico referidos neste Manual para verificar a conduta dos
Colaboradores envolvidos.
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A area de Compliance:

(i) Poderaacessar, quando julgar oportuno e necessario, todo contetido que esta narede,
inclusive arquivos pessoais salvos em cada computador. Da mesma forma, mensagens
de correio eletronico de Colaboradores serdo gravadas e, quando necessario,
interceptadas e escutadas, sem que isto represente invasdo da privacidade dos
Colaboradores ja que se tratam de ferramentas de trabalho disponibilizadas pela
Coordenadora;

(ii) Escolhera aleatoriamente uma amostragem significativa dos Colaboradores e
realizara um monitoramento, anual, para que sejam verificados os arquivos
eletronicos, inclusive e-mails, com o objetivo de verificar possiveis situacdes de
descumprimento as regras contidas no presente Manual;

(iii) Verificara, anualmente, os niveis de controles internos e compliance junto a todas as
areas da Coordenadora, com o objetivo de promover agdes para esclarecer e
regularizar eventuais desconformidades; e

(iv) Analisarda os controles previstos neste Manual, bem como em outras politicas da
Coordenadora, propondo a criacdo de novos controles e melhorias naqueles que
eventualmente sejam considerados deficientes, monitorando as respectivas corregoes,
sendo que as andlises e eventuais corregdes, se for o caso, deverao ser objeto do
relatério anual de compliance.

O Diretor de Compliance podera utilizar as informag¢des obtidas nos monitoramentos
descritos acima para decidir sobre eventuais san¢des a serem aplicadas aos Colaboradores
envolvidos, nos termos deste Manual. No entanto, a confidencialidade dessas informacgdes é
respeitada e seu conteddo sera disponibilizado ou divulgado somente nos termos e para os
devidos fins legais ou em atendimento a determinacgdes judiciais.

VIII. POLITICAS DE CONFIDENCIALIDADE

A. SIGILO E CONDUTA

Todos os Colaboradores deverdo ler atentamente e entender o disposto neste Manual, bem
como deverao firmar o “Termo _de Confidencialidade”, conforme modelo constante no
Anexo IV (“Termo de Confidencialidade”).

Conforme disposto no Termo de Confidencialidade, nenhuma Informag¢do Confidencial,
conforme abaixo definido, deve, em qualquer hipoétese, ser divulgada fora da Coordenadora.
Fica vedada qualquer divulgacao, no ambito pessoal ou profissional, que ndo esteja em
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acordo com as normas legais (especialmente, mas nao de forma limitada, aquelas indicadas
Neste Manual) e de compliance da Coordenadora.

Sao consideradas informacgdes confidenciais, reservadas ou privilegiadas (“Informacdes
Confidenciais”), para os fins deste Manual, independente destas informacdes estarem
contidas em discos, pen-drives, fitas, e-mails, outros tipos de midia ou em documentos
fisicos, ou serem escritas, verbais ou apresentadas de modo tangivel ou intangivel, qualquer
informacdo sobre a Coordenadora, seus sécios e investidores, aqui também contemplados
os proprios produtos cujas ofertas sao estruturadas e coordenadas pela Coordenadora,
incluindo:

(i) Know-how, técnicas, coOpias, diagramas, modelos, amostras, programas de
computador;

(ii) Informacgdes técnicas, financeiras ou relacionadas a estratégias de operagdes ou das
ofertas em andamento estruturadas pela Coordenadora;

(iii) Operacgoes estruturadas, demais operagoes e seus respectivos valores, analisadas ou
realizadas pela Coordenadora;

(iv) Estruturas, planos de agdo, relagdo de clientes, contrapartes comerciais,
fornecedores e prestadores de servigos;

(v) Informagdes estratégicas, mercadoldgicas ou de qualquer natureza relativas as
atividades da Coordenadora e a seus sécios e clientes, incluindo alteracdes
societdrias (fusdes, cisdes e incorporacdes), informagdes sobre compra e venda de
empresas, titulos ou valores mobiliarios, inclusive ofertas iniciais de a¢des (IP0O),
projetos e qualquer outro fato que seja de conhecimento em decorréncia do ambito
de atuacao da Coordenadora e que ainda nao foi devidamente levado a publico;

(vi) Informacgdes a respeito de resultados financeiros antes da publicacdao dos balancos,
balancetes e/ou demonstracdes financeiras dos produtos cujas ofertas sdo
estruturadas pela Coordenadora;

(vii) Transagdes realizadas e que ainda nao tenham sido divulgadas publicamente; e

(viii) Outras informagdes obtidas junto a socios, diretores, funciondrios, trainees,
estagiarios ou jovens aprendizes da Coordenadora ou, ainda, junto a seus
representantes, consultores, assessores, clientes, fornecedores e prestadores de
servicos em geral.

A Informacgao Confidencial ndo pode ser divulgada, em hipétese alguma, a terceiros nao-
Colaboradores ou a Colaboradores ndo autorizados, nao s6 durante a vigéncia de seu

relacionamento profissional com a Coordenadora, mas também apo6s o seu término

Os Colaboradores deverao guardar sigilo sobre qualquer Informagdo Confidencial a qual
tenham acesso, até sua divulgacdo ao mercado, bem como zelar para que subordinados e
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terceiros de sua confianga também o facam, respondendo pelos danos causados na hipotese
de descumprimento.

Sem prejuizo da colaboragdo da Coordenadora com as autoridades fiscalizadoras de suas
atividades, a revelacdo de Informagdes Confidenciais a autoridades governamentais ou em
virtude de decisdes judiciais, arbitrais e/ou administrativas, deverd ser prévia e
tempestivamente informada ao Diretor de Compliance, para que este decida sobre a forma
mais adequada para tal revelacdo, apds exaurirem todas as medidas juridicas apropriadas
para evitar a supramencionada revelagao.

Caso os Colaboradores tenham acesso, por qualquer meio, a Informagdo Confidencial,
deverdo levar tal circunstancia ao imediato conhecimento do Diretor de Compliance,
indicando, além disso, a fonte da Informacao Confidencial assim obtida. Tal dever de
comunicacdo também serd aplicavel nos casos em que a Informacdo Confidencial seja
conhecida de forma acidental, em virtude de comentarios casuais ou por negligéncia ou
indiscricdo das pessoas obrigadas a guardar segredo. Os Colaboradores que, desta forma,
acessarem a Informacao Confidencial, deverao abster-se de fazer qualquer uso dela ou
comunica-la a terceiros, exceto quanto a comunicag¢do ao Diretor de Compliance.

B. INSIDER TRADING, “DICAS” E FRONT-RUNNING

Em nenhuma hipétese as Informagdes Confidenciais poderao ser utilizadas para a pratica de
atos que configurem: (a) Insider Trading, ou seja, a compra e venda de titulos ou valores
mobiliarios com base no uso de Informacao Confidencial, com o objetivo de conseguir
beneficio préoprio ou de terceiros (compreendendo os Colaboradores); (b) “Dica”, ou seja, a
transmissdo, a qualquer terceiro, estranho as atividades da Coordenadora, de Informagao
Confidencial que possa ser usada com beneficio na compra e venda de titulos ou valores
mobiliarios; e/ou (c) Front-running, ou seja, a pratica que envolve aproveitar alguma
Informacdo Confidencial para realizar ou concluir uma operacgao antes de outros.

E expressamente proibido valer-se das praticas aqui descritas para obter, para si ou
para outrem, vantagem indevida mediante negociacdao, em nome préprio ou de
terceiros, de titulos e valores mobiliarios, sujeitando-se o Colaborador as penalidades
descritas neste Manual e na legislacao aplicavel, incluindo eventual demissio por
justa causa.
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IX. POLITICAS DE SEGURANCA DA INFORMACAO E DE SEGURANCA
CIBERNETICA

As medidas de seguranca da informacao tém por finalidade minimizar as ameacgas aos
negocios da Coordenadora e as disposicdes deste Manual, buscando, principal, mas nao
exclusivamente, a prote¢do de Informagdes Confidenciais.

As instalagoes da Coordenadora sao protegidas por controles de entrada apropriados para
assegurar a seguranca dos Colaboradores e proteger o sigilo, a integridade e a
disponibilidade da informacao.

Todos os equipamentos da rede deverao estar acomodados em uma sala fechada, de acesso
restrito. As estacoes de trabalho ndo serao fixas, com computadores seguros e as sessoes
abertas deverao ser trancadas quando deixadas sem supervisdao do Colaborador responsavel
por seu computador.

A politica de seguranca da informacao e de seguranca cibernética leva em consideragao
diversos riscos e possibilidades considerando o porte, perfil de risco, modelo de negocio e
complexidade das atividades desenvolvidas pela Coordenadora.

A execucdo direta das atividades relacionadas a politica de seguranca da informacao e
seguranga cibernética ficara a cargo da area de Compliance, responsavel inclusive por sua
revisdo, realizacdo de testes e treinamento dos Colaboradores, conforme descrito neste
Manual.

A IDENTIFICACAO DE RISCOS (RISK ASSESSMENT)

No ambito de suas atividades, o Coordenador identificou os seguintes principais riscos
internos e externos que precisam de protecao:

(i) Dados e Informacdes: Informagdes Confidenciais, incluindo informacdes a respeito
de investidores, clientes, Colaboradores e da prépria Coordenadora, operagdes e
ofertas estruturadas, e as comunicagdes internas e externas (por exemplo:

correspondéncias eletronicas e fisicas);

(ii) Sistemas: Informagbdes sobre os sistemas utilizados pela Coordenadora e as
tecnologias desenvolvidas internamente e por terceiros, suas ameacgas possiveis e
sua vulnerabilidade;

(iii) Processos e Controles: Processos e controles internos que sejam parte da rotina das

areas de negdcio da Coordenadora; e
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(iv) Governanca da Gestdo de Risco: Eficacia da gestdao de risco pela Coordenadora
quanto as ameacas e planos de a¢do, de contingéncia e de continuidade de negocios.

Ademais, no que se refere especificamente a seguranga cibernética, a Coordenadora
identificou as seguintes principais ameacas, nos termos inclusive do Guia de Ciberseguranga
da ANBIMA:

(i) Malware - softwares desenvolvidos para corromper computadores e redes (tais
como: Virus, Cavalo de Troia, Spyware e Ransomware);

(ii) Engenharia social - métodos de manipulagdo para obter informagdes confidenciais
(Pharming, Phishing, Vishing, Smishing, e Acesso Pessoal);

(iii) Ataques de DDoS (distributed denial of services) e botnets: ataques visando negar ou
atrasar o acesso aos servicos ou sistemas da instituicao; e

(iv) Invasbes (advanced persistent threats): ataques realizados por invasores
sofisticados utilizando conhecimentos e ferramentas para detectar e explorar
fragilidades especificas em um ambiente tecnolégico.

Com base no acima, a Coordenadora avalia e define o plano estratégico de prevencao e
acompanhamento para a mitigacdo ou elimina¢do do risco, assim como as eventuais
modificacdes necessarias e o plano de retomada das atividades normais e reestabelecimento
da seguranga devida.

B. ACOES DE PREVENCAO E PROTECAO

Apoés a identificacdo dos riscos, a Coordenadora adota as medidas a seguir descritas para
proteger Informagdes Confidenciais e sistemas.

e Regra Geral de Conduta

A Coordenadora realiza efetivo controle do acesso a arquivos que contemplem Informacoes
Confidenciais em meio fisico, disponibilizando-os somente aos Colaboradores que
efetivamente estejam envolvidos no projeto que demanda o seu conhecimento e analise.

E terminantemente proibido que os Colaboradores facam cépias (fisicas ou eletronicas) ou
imprimam os arquivos utilizados, gerados ou disponiveis na rede da Coordenadora e
circulem em ambientes externos a Coordenadora com estes arquivos, uma vez que tais
arquivos contém informacgoes que sao consideradas confidenciais.

A proibicao acima referida ndo se aplica quando as cépias (fisicas ou eletrénicas) ou a
impressdo dos arquivos forem em prol da execucdo e do desenvolvimento dos negocios e
dos interesses da Coordenadora. Nestes casos, o Colaborador que estiver na posse e guarda
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da cépia ou da impressdo do arquivo que contenha a Informacdo Confidencial sera o
responsavel direto por sua boa conservagdo, integridade e manutencdo de sua
confidencialidade.

A troca de informacdes entre os Colaboradores da Coordenadora deve sempre se pautar no
conceito de que o receptor deve ser alguém que necessita receber tais informagdes para o
desempenho de suas atividades e que nao esta sujeito a nenhuma barreira que impega o
recebimento daquela informacdo. Em caso de divida a area de Compliance deve ser acionada
previamente a revelagao.

Neste sentido, os Colaboradores ndo deverdo, em qualquer hipotese, deixar em suas
respectivas estacoes de trabalho ou em outro espaco fisico da Coordenadora qualquer
documento que contenha Informacdo Confidencial durante a auséncia do respectivo usuario,
principalmente ap6s o encerramento do expediente.

Qualquer impressao de documentos deve ser imediatamente retirada da maquina
impressora, pois pode conter informacgdes restritas e confidenciais mesmo no ambiente
interno da Coordenadora.

A Coordenadora ndo mantém arquivo fisico centralizado, sendo cada Colaborador
responsavel direto pela boa conservacao, integridade e seguranca de quaisquer Informacgdes
Confidenciais que estejam em meio fisico sob a sua guarda.

O descarte de Informacoes Confidenciais em meio digital deve ser feito de forma a
impossibilitar sua recuperacdo. Os documentos fisicos que contenham Informacgdes
Confidenciais ou de suas copias deverao ser triturados e descartados imediatamente apds
seu uso de maneira a evitar sua recuperacao ou leitura.

Em consonancia com as normas internas acima, os Colaboradores devem se abster de utilizar
pen-drives, fitas, discos ou quaisquer outros meios que ndao tenham por finalidade a
utilizacdo exclusiva para o desempenho de sua atividade na Coordenadora.

E proibida a conexdao de equipamentos na rede da Coordenadora que ndo estejam
previamente autorizados pelos administradores da Coordenadora.

O envio ou repasse por e-mail de material que contenha conteudo discriminatério,
preconceituoso, obsceno, pornografico ou ofensivo é também terminantemente proibido,
bem como o envio ou repasse de e-mails com opinides, comentarios ou mensagens que
possam difamar a imagem e afetar a reputacao da Coordenadora.

O recebimento de e-mails muitas vezes ndo depende do préprio Colaborador, mas espera-se
bom senso de todos para, se possivel, evitar receber mensagens com as caracteristicas
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descritas previamente. Neste caso, o Colaborador deve apaga-las imediatamente, de modo
que estas permanegam o menor tempo possivel nos computadores da Coordenadora.

A visualizagdo de sites, blogs, fotologs, webmails, entre outros, que contenham conteudo
discriminatorio, preconceituoso (sobre origem, etnia, religido, classe social, opinido politica,
idade, sexo ou deficiéncia fisica), obsceno, pornografico ou ofensivo é terminantemente
proibida.

ACOES DE PREVENCAO E PROTECAO DE INFORMACOES CONFIDENCIAIS
E SEGURANCA CIBERNETICA

Acesso Escalonado do Sistema

0 acesso como “administrador” de area de desktop é limitado aos usuarios aprovados pelo
Diretor de Compliance e, com isso, serdo determinados privilégios/credenciais e niveis de
acesso de usudrios apropriados para os Colaboradores.

A Coordenadora mantém diferentes niveis de acesso a pastas e arquivos eletrénicos de
acordo com as funcgdes e senioridade dos Colaboradores. As combinac¢des de login e senha
sdo utilizadas para autenticar as pessoas autorizadas e conferir acesso a parte da rede da
Coordenadora necessaria ao exercicio de suas atividades.

A implantagdo destes controles é projetada para limitar a vulnerabilidade dos sistemas da
Coordenadora em caso de violagao.

Senha e Login

A senha e login para acesso aos dados contidos em todos os computadores, bem como nos
e-mails que também possam ser acessados via webmail, devem ser conhecidas somente
pelo respectivo usuario do computador e sdo pessoais e intransferiveis, ndo devendo ser
divulgadas para quaisquer terceiros. As senhas deverdo ser trocadas, no minimo,
anualmente, conforme aviso fornecido pelo responsavel pela area de informatica.

Dessa forma, o Colaborador pode ser responsabilizado inclusive caso disponibilize a
terceiros a senha e login acima referidos, para quaisquer fins.

Uso de Equipamentos e Sistemas

Cada Colaborador é responsavel ainda por manter o controle sobre a seguranca das
informacdes armazenadas ou disponibilizadas nos equipamentos que estdo sob sua
responsabilidade.
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A utilizacdo dos ativos e sistemas da Coordenadora, incluindo computadores, telefones,
internet, e-mail e demais aparelhos se destina prioritariamente a fins profissionais. O uso
indiscriminado destes para fins pessoais deve ser evitado e nunca deve ser prioridade em
relacdo a qualquer utilizacao profissional.

Todo Colaborador deve ser cuidadoso na utilizagdo do seu proprio equipamento e
sistemas e zelar pela boa utilizagdo dos demais. Caso algum Colaborador identifique a ma
conservacao, uso indevido ou inadequado de qualquer ativo ou sistemas deve comunicar
o Diretor de Compliance.

Acesso Remoto

A Coordenadora permite o acesso remoto pelos Colaboradores ao e-mail, rede e diretério,
conforme requisicao por estes e autorizacao pelo Diretor de Compliance.

Ademais, os Colaboradores autorizados serao instruidos a (i) manter a utilizagdo apenas
em dispositivos que requeiram a inclusdo de login e senha previamente ao acesso, (ii)
manter softwares de protecdo contra malware/antivirus nos dispositivos remotos, (iii)
relatar ao Diretor de Compliance qualquer violagdo ou ameaga de seguranca cibernética
ou outro incidente que possa afetar informagdes da Coordenadora e que ocorram durante
o trabalho remoto, e (iv) ndo armazenar Informagdes Confidenciais ou sensiveis em
dispositivos pessoais.

Controle de Acesso

0 acesso de pessoas estranhas a Coordenadora a dreas restritas somente é permitido com
a autorizagao expressa de Colaboradores autorizados pelo Diretor de Compliance.

Tendo em vista que a utilizacdo de computadores, telefones, internet, e-mail e demais
aparelhos se destina exclusivamente para fins profissionais, como ferramenta para o
desempenho das atividades dos Colaboradores, a Coordenadora monitora a utilizagdo de
tais meios.

Firewall, Software, Varreduras e Backup

A Coordenadora utiliza um hardware de firewall projetado para evitar e detectar conexdes
nao autorizadas e incursdes maliciosas. O Diretor de Compliance é responsavel por
determinar o uso apropriado de firewalls (por exemplo, perimetro da rede).

A Coordenadora mantém protecdo atualizada contra malware nos seus dispositivos e
software antivirus projetado para detectar, evitar e, quando possivel, limpar programas

conhecidos que afetem de forma maliciosa os sistemas da empresa (por exemplo, virus,
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worms, spyware). Serdao conduzidas varreduras, no minimo, mensais para detectar e
limpar qualquer programa que venha a obter acesso a um dispositivo na rede da
Coordenadora.

A Coordenadora utiliza um plano de manutencdo projetado para guardar os seus
dispositivos e softwares contra vulnerabilidades com o uso de varreduras e patches. O
Diretor de Compliance é responsavel por patches regulares nos sistemas da Coordenadora.

A Coordenadora mantém e testa regularmente medidas de backup consideradas
apropriadas pelo Diretor de Compliance. As informag¢des da Coordenadora sdao atualmente
objeto de backup periddicos, em observancia as melhores praticas e de acordo com a
periodicidade necessaria, com o uso de computacao na nuvem.

C. MONITORAMENTO E TESTES

A area de Compliance adota as seguintes medidas para monitorar determinados usos de
dados e sistemas em um esfor¢o para detectar acessos ndo autorizados ou outras violagdes
potenciais, em base, no minimo, anual:

(i) Monitoramento, por amostragem, do acesso dos Colaboradores a sites, blogs,
fotologs, webmails, entre outros, bem como os e-mails enviados e recebidos; e

(ii) Verificagdo, por amostragem, das informagdes de acesso ao espago do escritdrio, a
desktops, pastas e sistemas, de forma a avaliar sua aderéncia as regras de restri¢cdao
de acesso e escalonamento.

A area de Compliance podera adotar medidas adicionais para monitorar os sistemas de
computacdo e os procedimentos aqui previstos para avaliar o seu cumprimento e sua
eficacia.

D. PLANO DE IDENTIFICACAO E RESPOSTA
e Identificagcdo de Suspeitas

Qualquer suspeita de infecgdo, acesso ndo autorizado, outro comprometimento da rede ou
dos dispositivos da Coordenadora (incluindo qualquer viola¢do efetiva ou potencial), ou
ainda no caso de vazamento de quaisquer Informagdes Confidenciais, mesmo que de forma
involuntaria, devera ser informada ao Diretor de Compliance prontamente. O Diretor de
Compliance determinara quais membros da administracdo da Coordenadora e, se aplicavel,
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de agéncias reguladoras e de seguranca publica, deverdo ser notificados.

Ademais, o Diretor de Compliance determinara quais clientes ou investidores, se houver,
deverdo ser contatados com relacdo eventual a violacgao.

e Procedimentos de Resposta

O Diretor de Compliance respondera a qualquer informagdo de suspeita de infec¢ao, acesso
nao autorizado ou outro comprometimento da rede ou dos dispositivos da Coordenadora de
acordo com os critérios abaixo:

(i) Avaliacdo do tipo de incidente ocorrido (por exemplo, infeccao de malware, intrusao
da rede, furto de identidade), as informagdes acessadas e a medida da respectiva
perda;

(ii) Identificacdao de quais sistemas, se houver, devem ser desconectados ou de outra
forma desabilitados;

(iii) Determinacdo dos papéis e responsabilidades do pessoal apropriado;

(iv) Avaliacao da necessidade de recuperacao e/ou restauracao de eventuais servicos
que tenham sido prejudicados;

(v) Avaliagao da necessidade de notificacdo de todas as partes internas e externas
apropriadas (por exemplo, clientes ou investidores afetados, seguranca publica);

(vi) Avaliacdo da necessidade de publicagdo do fato ao mercado, nos termos da
regulamentacdo vigente, (por exemplo: em sendo Informacdes Confidenciais de
fundo de investimento cuja estruturacdo da oferta esta sob a coordenacdo da
Coordenadora, a fim de garantir a ampla disseminacao e tratamento equanime da
Informagdo Confidencial);

(vii) Determinacdo do responsavel (ou seja, a Coordenadora ou o cliente ou investidor
afetado) que arcara com as perdas decorrentes do incidente. A defini¢do ficara a
cargo do Diretor de Compliance, apés a condugdo de investigacdo e uma avaliacao
completa das circunstancias do incidente.

X. ARQUIVAMENTO DE INFORMACOES

Os Colaboradores deverao manter arquivada, pelo prazo regulamentar aplicavel, toda e
qualquer informagdo, bem como documentos e extratos que venham a ser necessarios para
a efetivacdo satisfatoria de possivel auditoria ou investigagdo em torno de possiveis
investimentos e/ou clientes suspeitos de corrupcao e/ou lavagem de dinheiro, bem como
todos os documentos e informagdes exigidos pela Resolugdo CVM n? 161, correspondéncia,
interna e externa, papéis de trabalho, relatérios e pareceres relacionados com o exercicio de
suas fun¢des em conformidade com o Capitulo V e com o Artigo 21 da Resolu¢do CVM n? 161.
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XI. PROPRIEDADE INTELECTUAL

Todos os documentos e arquivos, incluindo, sem limitacao, aqueles produzidos, modificados,
adaptados ou obtidos pelos Colaboradores, relacionados, direta ou indiretamente, com suas
atividades profissionais junto a Coordenadora, tais como minutas de contrato, memorandos,
cartas, fac-similes, apresentagdes a clientes, e-mails, correspondéncias eletrdonicas, arquivos
e sistemas computadorizados, planilhas, férmulas, planos de acao, em qualquer formato, sdo
e permanecerdao sendo propriedade exclusiva da Coordenadora, razao pela qual o
Colaborador compromete-se a nao utilizar tais documentos, no presente ou no futuro, para
quaisquer fins que nao o desempenho de suas atividades na Coordenadora, devendo todos
os documentos permanecer em poder e sob a custédia da Coordenadora, sendo vedado ao
Colaborador, inclusive, apropriar-se de quaisquer desses documentos e arquivos apds seu
desligamento da Coordenadora, salvo se autorizado expressamente pela Coordenadora e
ressalvado o disposto abaixo.

Caso um Colaborador, ao ser admitido, disponibilize a Coordenadora documentos, planilhas,
arquivos, féormulas ou ferramentas similares para fins de desempenho de sua atividade
profissional junto a Coordenadora, o Colaborador devera assinar declaragido, confirmando
que: (i) a utilizacdo ou disponibilizagdo de tais documentos e arquivos ndo infringe
quaisquer contratos, acordos ou compromissos de confidencialidade, bem como nao viola
quaisquer direitos de propriedade intelectual de terceiros; e (ii) quaisquer alteragoes,
adaptacOes, atualizacdes ou modificacdbes, de qualquer forma ou espécie, em tais
documentos e arquivos, serdo de propriedade exclusiva da Coordenadora, sendo que o
Colaborador nao podera apropriar-se ou fazer uso de tais documentos e arquivos alterados,
adaptados, atualizados ou modificados ap0ds seu desligamento da Coordenadora, exceto se
aprovado expressamente pela Coordenadora.

XII. DISPOSICOES GERAIS

Neste documento, a Coordenadora detalha seus controles internos e de Compliance, o qual
vigorara indefinitivamente. Este Manual serd submetido a revisdao anual ou em periodos
inferiores a este, sempre que necessario.

Versao
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XIIIl. PREVISAO REGULATORIA E AUTOREGULATORIA

A previsao regulatdria e autorregulatoria base para esta Politica foram:

(i) Resolu¢do da Comissdo de Valores Mobiliarios (“CVM”) n2 161, de 13 de Julho de
2022, conforme alterada (“Resolu¢do CVM n? 161”);

(ii) Cédigo da Associacdo Brasileira das Entidades dos Mercados Financeiro e de
Capitais (“ANBIMA”) de Etica (“Cédigo ANBIMA de Etica”);

(iii) Lei n® 12.846/13 e Decreto n? 11.129/22, conforme alterada (“Normas de
Anticorrupg¢ao”);

(iv) Resolugdo CVM n? 50, de 31 de agosto de 2021 (“Resolucao CVM n2 50”);
(v) Lei9.613/98, conforme alterada; e

(vi) Demais manifestacdes e oficios orientadores dos oOrgdos reguladores e
autorregulados aplicaveis as atividades da Coordenadora.
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ANEXO I
DECLARACAO DE ORDEM
() contratacao de novo colaborador
() atualizagdo por treinamento em _/_/
() atualizagdo por mudang¢a de versaioem  __/_/
Eu, , inscrito no CPF/MF sob n? , venho através deste, nos termos da

Resolucao CVM 161, de 13 de julho de 2022, DECLARAR que:

a) Tenho reputacdo ilibada;

b) Nao estou inabilitado ou suspenso para o exercicio de cargo em institui¢des financeiras e
demais entidades autorizadas a funcionar pela CVM, pelo Banco Central do Brasil, pela
Superintendéncia de Seguros Privados - SUSEP ou pela Superintendéncia Nacional de
Previdéncia Complementar - PREVIC; e

c) Nao fui condenado por crime falimentar, prevaricacao, suborno, concussao, peculato,
“lavagem” de dinheiro ou ocultacao de bens, direitos e valores, contra a economia popular,
a ordem econdmica, as relagdes de consumo, a fé publica ou a propriedade publica, o
sistema financeiro nacional, ou a pena criminal que vede, ainda que temporariamente, o
acesso a cargos publicos, por decisdo transitada em julgado, ressalvada a hipotese de
reabilitacao.

Sdo Paulo, data.

Assinatura:
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ANEXO II

DECLARACAO DE RECEBIMENTO/TREINAMENTO ANUAL DE CODIGO, POLITICAS E
MANUAL DA COORDENADORA

() contratagdo de novo colaborador

() atualizagdo por treinamento em _/_/
() atualizagdo por mudanca de versaioem  __/__/
Eu, inscrito no CPF/MF sob n? venho através deste DECLARAR ter

recebido e lido os documentos abaixo da BENJAMIN INTERMEDIACAO DE VALORES
MOBILIARIOS LTDA (“Coordenadora”):

° Manual de Compliance;
° Codigo de Etica e Conduta;

° Politica de PLDFTP e Cadastro;
) Politica de Investimentos Pessoais; e

J Politica de Suitability.

Afirmo ainda ter compreendido minhas obrigagdes, como Colaborador da Coordenadora, de
cumprir os principios e normas contidos nesses documentos, bem como as existentes em
quaisquer anexos ou correg¢des que porventura ocorrerem futuramente. Declaro também ter
conhecimento da legislacdo e normativos da CVM aplicaveis as funcbes que exercerei na
empresa. Estou ciente de que esses documentos estardo sempre em suas versdes mais atuais
disponiveis no diretério da rede da Coordenadora e que, em caso de qualquer divida sobre
a conduta ou atitude correta a tomar, entrarei imediatamente em contato com o Diretor de

Compliance.

Sdo Paulo, data.

Assinatura:
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ANEXO III
POLITICA DE USO DA INTERNET DA COORDENADORA

() contratagdo de novo colaborador
() atualizagdo por mudanca de versaioem  __/__/

Eu, , inscrito no CPF/MF sob n? , venho através deste, DECLARAR que

tenho ciéncia que:

O uso da Internet pelos Colaboradores da BENJAMIN INTERMEDIACAO DE VALORES
MOBILIARIOS LTDA (“Coordenadora”) é permitido e encorajado desde que o seu uso seja
exclusivo para as atividades fins do negécio da Coordenadora.

A Coordenadora tem uma politica para o uso da Internet desde que os Colaboradores
assegurem que cada um deles:

e Siga alegislacdo vigente (sobre pirataria, pedofilia, acdes discriminatérias);

e Use a Internet apenas para as atividades fins;

e Nao crie riscos desnecessarios para o negdcio da empresa;

e Nado a utilizem para transmitir informagdes ou arquivos de confidencialidade interna.

Sera considerado totalmente inaceitavel:

e Usar o computador para executar quaisquer tipos ou formas de fraudes ou desvios de
regras que atentem contra as normas do Cédigo de Etica e Conduta da Coordenadora;

¢ C(Criar ou transmitir material difamatério;

e Transmitir qualquer informacgao confidencial;

¢ Visitar sites da Internet que contenha material obsceno e/ou pornografico;

e Usar a Internet para enviar material ofensivo ou de assédio para outros usuarios;

e Baixar (download) de software comercial ou qualquer outro material cujo direito
pertenca a terceiros ou cujo download nao tenha sido autorizado;

¢ Introduzir de qualquer forma um virus de computador dentro da rede corporativa;

e Visitar sites ndo autorizados ou bloqueados ou tentar burlar tal bloqueio;

Caso tenha alguma duvida ou comentdrios sobre a Politica de Uso da Internet da
Coordenadora, o Diretor de Compliance deve ser contatado.
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A Coordenadora reafirma que todos os recursos tecnologicos, disponiveis aos colaboradores,
existem para o proposito exclusivo de seu negécio. Portanto, a Coordenadora tem o direito
de monitorar e disciplinar o acesso a Internet.

A falha em ndo seguir a referida politica ird resultar em san¢des que variardo desde
procedimentos disciplinares, com avisos verbais ou escritos, até a demissao e medidas
judiciais.

Eu li e concordo em seguir as regras descritas acima, e entendo que o ndo seguimento das
regras pode resultar em ac¢do disciplinar ou ag¢do judicial contra minha pessoa.

Sdo Paulo, data.

Assinatura:
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ANEXO 1V
TERMO DE CONFIDENCIALIDADE

() contratagdo de novo colaborador
() atualizagdo por mudanca de versaioem  __/__/

Por meio deste instrumento eu, , inscrito no CPF/MF sob n® , doravante
denominado Colaborador, e BENJAMIN INTERMEDIACAO DE VALORES MOBILIARIOS LTDA.
(“Coordenadora”)

Resolvem as partes, para fim de preservacdo de informacgdes pessoais e profissionais dos
clientes e da Coordenadora, celebrar o presente termo de confidencialidade (“Termo”), que
deve ser regido de acordo com as clausulas que seguem:

1. Sao consideradas informag¢des confidenciais, reservadas ou privilegiadas
(“Informacdes Confidenciais”), para os fins deste Termo, independente destas informacgdes
estarem contidas em discos, disquetes, pen-drives, fitas, outros tipos de midia ou em
documentos fisicos, ou serem escritas, verbais ou apresentadas de modo tangivel ou
intangivel, qualquer informagdo sobre a Coordenadora, seus socios e clientes, aqui também
contemplados os produtos cujas ofertas sdo estruturadas e coordenadas pela Coordenadora,

incluindo:

a) Know-how, técnicas, cOpias, diagramas, modelos, amostras, programas de
computador;

b) Informacdes técnicas, financeiras ou relacionadas a estratégias de operagdes ou das
ofertas em andamento estruturadas pela Coordenadora;

c) Operacgdes estruturadas, demais operacgdes e seus respectivos valores, analisadas ou
realizadas pela Coordenadora;

d) Informacdes estratégicas ou mercadologicas e outras, de qualquer natureza, obtidas
junto a sécios, soécios-diretores, funcionarios, trainees ou estagiarios da
Coordenadora ou, ainda, junto a seus representantes, consultores, assessores,
clientes, fornecedores e prestadores de servicos em geral, incluindo alteracdes
societarias (fusoes, cisdes e incorporacdes), informag¢des sobre compra e venda de
empresas, titulos ou valores mobiliarios, inclusive ofertas iniciais de acdes (IP0O),
projetos e qualquer outro fato que seja de conhecimento em decorréncia do ambito
de atuacao da Coordenadora e que ainda nao foi devidamente levado a publico;
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e) Informacgdes a respeito de resultados financeiros antes da publica¢do dos balancos e
balancetes dos produtos cujas ofertas sao estruturadas pela Coordenadora;

f) Transagoes realizadas e que ainda ndo tenham sido divulgadas publicamente; e

g) Outras informacgdes obtidas junto a socios, diretores, funciondrios, trainees ou
estagiarios da Coordenadora ou, ainda, junto a seus representantes, consultores,
assessores, clientes, fornecedores e prestadores de servigcos em geral.

2. 0 Colaborador compromete-se a utilizar as Informagdes Confidenciais a que venha a
ter acesso estrita e exclusivamente para desempenho de suas atividades na Coordenadora,
comprometendo-se, portanto, a ndo divulgar tais Informag¢6es Confidenciais para quaisquer
fins, Colaboradores ndo autorizados, midia, ou pessoas estranhas a Coordenadora, inclusive,
nesse ultimo caso, conjuge, companheiro(a), ascendente, descendente, qualquer pessoa de
relacionamento préximo ou dependente financeiro do Colaborador.

2.1. O Colaborador se obriga a, durante a vigéncia deste Termo e por prazo indeterminado
ap0ls sua rescisdo, manter absoluto sigilo pessoal e profissional das Informagdes
Confidenciais a que teve acesso durante o seu periodo na Coordenadora, se
comprometendo, ainda a ndo utilizar, praticar ou divulgar Informagdes Confidenciais,

“Insider Trading”, “Dicas” e “Front Running”, seja atuando em beneficio préprio, da
Coordenadora ou de terceiros.

2.2. Ando observancia da confidencialidade e do sigilo, mesmo apds o término da vigéncia
deste Termo, estara sujeita a responsabilizagdo nas esferas civel e criminal.

3. O Colaborador entende que a revelagao ndo autorizada de qualquer Informacgao
Confidencial pode acarretar prejuizos irreparaveis, ficando deste ja o Colaborador obrigado
a indenizar a Coordenadora, seus sécios e terceiros prejudicados, nos termos estabelecidos
a seguir.

3.1. O descumprimento acima estabelecido serd considerado ilicito civil e criminal,
ensejando inclusive sua classificagdo como justa causa para efeitos de rescisao de
contrato de trabalho, quando aplicavel, nos termos do artigo 482 da Consolidagdo
das Leis de Trabalho.

3.2. O Colaborador tem ciéncia de que tera a responsabilidade de provar que a
informacdo divulgada indevidamente ndo se trata de Informagdo Confidencial.

4. 0 Colaborador reconhece e toma ciéncia que:
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(i) Todos os documentos relacionados direta ou indiretamente com as Informagdes
Confidenciais, inclusive contratos, minutas de contrato, cartas, fac-similes,
apresentacdes a clientes, e-mails e todo tipo de correspondéncias eletronicas,
arquivos e sistemas computadorizados, planilhas, planos de a¢do, modelos de
avaliacdo, andlise, gestdo e memorandos por este elaborados ou obtidos em
decorréncia do desempenho de suas atividades na Coordenadora sdo e permanecerao
sendo propriedade exclusiva da Coordenadora e de seus socios, razao pela qual
compromete-se a nao utilizar tais documentos, no presente ou no futuro, para
quaisquer fins que ndo o desempenho de suas atividades na Coordenadora, devendo
todos os documentos permanecer em poder e sob a custédia da Coordenadora, salvo
se em virtude de interesses da Coordenadora for necessario que o Colaborador
mantenha guarda de tais documentos ou de suas copias fora das instalagdes da
Coordenadora;

(i) Em caso de rescisdo do contrato individual de trabalho, desligamento ou
exclusdo do Colaborador, o Colaborador deverd restituir imediatamente a
Coordenadora todos os documentos e copias que contenham Informacgdes
Confidenciais que estejam em seu poder; e

(iii) Nos termos da Lei 9.609/98, a base de dados, sistemas computadorizados
desenvolvidos internamente, modelos computadorizados de analise, avaliacdo e
gestao de qualquer natureza, bem como arquivos eletronicos, sdo de propriedade
exclusiva da Coordenadora, sendo terminantemente proibida sua reproducao total ou
parcial, por qualquer meio ou processo; sua traduc¢do, adaptacdo, reordenagdo ou
qualquer outra modificacao; a distribui¢do do original ou cépias da base de dados ou
a sua comunica¢do ao publico; a reproducdo, a distribuicido ou comunicag¢do ao
publico de informacgdes parciais, dos resultados das operac¢des relacionadas a base de
dados ou, ainda, a disseminacao de boatos, ficando sujeito, em caso de infracao, as
penalidades dispostas na referida lei.

5. Ocorrendo a hipotese do Colaborador ser requisitado por autoridades brasileiras ou
estrangeiras (em perguntas orais, interrogatdrios, pedidos de informac¢dao ou documentos,
notificacdes, citacdes ou intimacoes, e investigacdes de qualquer natureza) a divulgar
qualquer Informacdo Confidencial a que teve acesso, o Colaborador deverd notificar
imediatamente a Coordenadora, permitindo que a Coordenadora procure a medida judicial
cabivel para atender ou evitar a revelagdo.

5.1. Caso a Coordenadora ndo consiga a ordem judicial para impedir a revelacdo das
informagdes em tempo hdabil, o Colaborador podera fornecer a Informacgdo
Confidencial solicitada pela autoridade. Nesse caso, o fornecimento da Informacao
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Confidencial solicitada devera restringir-se exclusivamente aquela que o
Colaborador esteja obrigado a divulgar.

5.2. A obrigacdo de notificar a Coordenadora subsiste mesmo depois de rescindido o
contrato individual de trabalho, ao desligamento ou exclusdao do Colaborador, por
prazo indeterminado.

6. O Colaborador tem ciéncia dos direitos, obrigacbes e penalidades aplicaveis
constantes da Lei n.2 13.709, de 14 de agosto de 2018 (Lei Geral de Protecao de Dados -
“LGPD”) e se compromete a adotar todas as medidas necessarias para utilizacdo dos dados e
informagdes aos quais tiver acesso em decorréncia das atividades desempenhadas em
conformidade com o estabelecido pela LGPD e com as orientagdes acerca da privacidade e
do tratamento de informagdes fornecidas pela Coordenadora.

6.1. Esta ciente, ainda, de seu compromisso de comunicar ao Encarregado?, conforme
definido pela Coordenadora, qualquer situacao que chegue ao seu conhecimento que
esteja em desacordo com as orientagdes acerca da privacidade e do tratamento de
informagodes fornecidas pela Coordenadora.

6.2. Na qualidade de pessoa fisica titular de Dados Pessoais (“Titular de Dados
Pessoais”), esta ciente e de acordo que a Coordenadora, na qualidade de “Controladora”
para fins de atendimento as disposi¢des da LGPD, tome decisdes relativas ao Tratamento
de seus Dados Pessoais?, incluindo operagdes como as que se referem a coleta, producao,
recepcao, classificagdo, utilizagdo, acesso, reproducdo, transmissao, distribuicao,
processamento, arquivamento, armazenamento, eliminagdo, avaliacdo ou controle da

informacdao, modificagdo, comunicagdo, transferéncia, difusdo ou extracao
(“Tratamento”) durante todo o periodo em que eles forem pertinentes, observados os
principios e as garantias ora estabelecidas pela referida lei.

6.3. Também na qualidade de Titular de Dados Pessoais, esta ciente de que, a qualquer
tempo, mediante requisicdo a Controladora, tem o direito de (i) confirmar a existéncia
de Tratamento e acessar meus Dados Pessoais, (ii) corrigir dados incompletos, inexatos

' “Encarregado” é a pessoa indicada pela Coordenadora para atuar como canal de comunicagdo entre os Titulares dos Dados
Pessoais e a Autoridade Nacional de Protegdo de Dados.
2 Para os fins do presente Termo de Compromisso s&o considerados Dados Pessoais toda informagéo relacionada a uma pessoa
fisica que a torne diretamente identificada ou identificavel.
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ou desatualizados, (iii) solicitar a anonimizag¢do, bloqueio ou eliminacdo de Dados
Pessoais desnecessarios, excessivos ou tratados em desconformidade com a LGPD, (iv)
solicitar a portabilidade de seus Dados Pessoais a outro fornecedor de servigo, (v)
solicitar a eliminagdo dos Dados Pessoais tratados com o seu consentimento, (vi)
solicitar informacdes sobre o compartilhamento dos seus dados pela Controladora e
sobre a possibilidade de ndo fornecer o consentimento e as consequéncias dessa
negativa, e (vii) se opor ao Tratamento de meus Dados Pessoais em caso de
descumprimento da LGPD.

6.4. Reconhece que a Controladora podera compartilhar os Dados Pessoais com outros
agentes de Tratamento de dados, tais como escritérios de contabilidade, agéncias de
turismo, planos de saude e instituicoes financeiras, caso seja necessario, bem como que
podera compartilhar em seu website os Dados Pessoais, incluindo sua identificacao
como Colaborador da Coordenadora e meu histérico profissional, observados os
principios e as garantias ora estabelecidas pela LGPD, com o que, desde j3, esta de
acordo.

6.5. Esta ciente de que a Controladora podera manter armazenados os Dados Pessoais
necessarios apods o término da relacdo contratual, por prazo determinado em lei, para
fins de cumprimento de obrigacdes legais e/ou regulatérias, bem como para exercer
seus direitos em processos administrativos e/ou judiciais.

6.6. Compromete-se, enfim, a observar em tudo as instrucdes fornecidas pela
Coordenadora, na qualidade de Controladora, acerca do Tratamento que devera ser
concedido aos Dados Pessoais aos quais tiver acesso em razdo de suas atividades, bem
como a sempre agir de acordo com as disposi¢des da LGPD e das normas internas da
Coordenadora quanto a privacidade e protecdo de Dados Pessoais.

7. Este Termo é parte integrante das regras que regem a relacdo contratual e/ou
societaria do Colaborador com a Coordenadora, que ao assind-lo esta aceitando
expressamente os termos e condi¢des aqui estabelecidos.

8. A transgressdo a qualquer das regras descritas neste Termo, sem prejuizo do disposto
no item 3 e seguintes acima, sera considerada infracdo contratual, sujeitando o Colaborador
as sangoes que lhe forem atribuidas pelos s6cios da Coordenadora.

Assim, estando de acordo com as condi¢gdes acima mencionadas, assinam o presente em 02
(duas) vias de igual teor e forma, para um sé efeito produzirem, na presenca das
testemunhas abaixo assinadas.

Sao Paulo, [---] de [---] de [---].
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[COLABORADOR]

BENJAMIN INTERMEDIACAO DE VALORES MOBILIARIOS LTDA

Testemunhas:

1. 2.

Nome: Nome:
CPF/MF: CPF/MF:
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